# Some data wiping tools:

## Windows:

1. **CCleaner**: CCleaner is a popular tool that includes a drive wiper feature for securely erasing data.
2. **Eraser**: Eraser is an advanced security tool for Windows that allows you to completely remove sensitive data from your hard drive.
3. **DBAN (Darik's Boot and Nuke)**: DBAN is a bootable tool that you can use to securely wipe entire hard drives.

## Android:

1. **Secure Eraser**: Secure Eraser is an Android app that allows you to securely delete files and wipe free space on your device.
2. **iShredder**: iShredder is another Android app that securely deletes data and can overwrite the free space on your device to prevent data recovery.

## Linux:

1. **shred command**: The shred command is a built-in utility in Linux that securely deletes files by overwriting them multiple times.
2. **wipe**: Wipe is another command-line utility for securely erasing files and free disk space in Linux.

## macOS:

1. **Disk Utility**: Disk Utility, built into macOS, includes a secure erase feature that allows you to securely delete files and erase disk drives.
2. **Permanent Eraser**: Permanent Eraser is a macOS application that securely deletes files and folders using various shredding algorithms.